
Abstract  

TGSecure 2.1 contains the following: 

New Features  

 Network Security - Showcase Support 

 Network Security – Group/Supplemental Profile Inheritance 

Enhancements 

 User Profile Management - Profile parameter enhancement to display correct length and type of each 

parameter   

 User Profile Management - Add three additional parameters (Users, Disabled Interval, and Delete Time 
Interval) to TGPRFCMP command 

 

Bug Fixes  

Inactive Session Lockdown  

 ISL rules fail to disconnect interactive jobs that started on subsystem other than QINTER 

Access Escalation Manager  

 Entitlements with user names and swap names containing the $ symbol were not allowed  

 Access Escalation Manager (TGACCMGR) failed with a validation error if the user had *EXCLUDE authority 

to the command being executed 

Network Security  

 Performing command calls via File Transfer Protocol (FTP) or Remote command (RMTCMD) failed and 

produced an error.  

Profile Management 

 Running the profile inactivity report or enforcement caused a run-time error that produced the following 

message: “The call to profAct ended in error (C G D F)”  

 Execution of the CHGUSRAUD command prevent by sser exclusions  


